
  Fraud Phishing  
Take care when online 

 Online scams are on the rise. 
Watch out for bogus emails and 
websites that “phish” for your 
account information.  

 Information that is phished 
includes: 

  
 Credit Card Numbers 
 Social Security numbers  
 Deposit account numbers  
 User names and passwords 

 
 

 

Equifax 

P.O. Box 740241 

Atlanta, GA 30374 

1-800-685-1111 

Experian 

P.O. Box 2002 

Allen, TX 75013 

1-888-397-3742 

TransUnion 

P.O. Box 1000 

Chester, PA 19022 

1-800-888-4213 

 

 

 

 

Report Fraud ASAP 
If you think you have been phished, act quickly to:  
 
Contact your financial institution and/or credit card 
company to alert them to potential fraud.  
 
Contact the three major credit bureaus to request that a 
fraud alert be placed on your credit report. 

  

Be wary of any email that: 
 

• Tells you there is a problem 
with your account.  

 
• Directs you to website where 

you are asked to provide 
sensitive information. 

 
• Does not include a phone 

number you recognize to be 
genuine. 

The Federal Trade Commission (FTC) 
also investigates consumer fraud 
through the Bureau of Consumer 
Protection. You can forward unsolicited 
commercial email(spam), including 
phishing messages, directly to the FTC 
at spam@uce.gov.  

Sincerely, 
 
Corn Growers State Bank 
Murdock, NE 

  

mailto:spam@uce.gov
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